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# Introduction

In this report the network security of NWU Vaal in terms of networks will be discussed. The main topics will be the various threats, controls that are in place against the threats, firewalls used, intrusion detection systems that are in place and security aspects in terms of the e-mail system. Throughout the report recommendations will be made when necessary.

# Various threats

According to Charles P. Pfleeger (2015) the four potential types of harm that NWU can experience is *interception*, *modification*, *fabrication* or *interruption*. Although the terminology is a bit different, these types still apply to networks. In terms of *interception*, it is often called wiretapping or eavesdropping, *modification* and *fabrication* is often called integrity failures and *interruption* is often called denial of service.

## Interception

Interception is when an unauthorized party got access to an asset (genesisdatabase, 2010). This party can be a program, a person, or a computing system. Examples include obtaining data in a network (wiretapping). Loss can sometimes be detected easily, but a silent interceptor can leave no trace and no way of detecting interception. The best way to counter interception for NWU is by making use of a strong encryption (spamlaws, 2003).

## Modification

According to genesisdatabase (2010), if a party that is unauthorized not only gains access to data, but also tempers with the data, it is called modification. For example, when someone changes values in the NWU database, or change functionality on efundi. This does not only apply to software, but hardware as well. According to Edwards (2018) some of the ways that NWU can prevent modification is to keep track of changes in the network, make use of atomization and to document network changes.

## Fabrication

This is when an unauthorized party creates a fabrication of fake objects on a system. Examples include when a party inserts spurious transactions in NWU’s network communication system. If skilfully done, they are almost impossible to distinguish from the real thing (genesisdatabase, 2010). According to Rasayely (2019), NWU can make use of certification of data and imposition of supervision on respondents.

## Interruption

This is when an asset becomes unavailable, lost, or unusable. For NWU, this can be malicious destruction of hardware devices, malfunction of an operating system, erasure of data files or programs. According to Murray (2021) what NWU can do to detect interruption is to do constant speed tests, traceroute tests and ping tests.
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